# Week Two - Securing our things

## Readings

* <https://ui.adsabs.harvard.edu/abs/2013arXiv1301.5386I/abstract>
* <https://www.cl.cam.ac.uk/~ytc36/Identifying_Unintended_Harms.pdf>
* <http://idoneous-security.blogspot.com/2011/12/security-poverty-line-and-junk-food.html>
* <https://aws.amazon.com/compliance/shared-responsibility-model/>
* <https://securityintelligence.com/posts/10-reasons-your-organization-is-potentially-at-risk-of-a-ransomware-attack/>
* <https://www.ekransystem.com/en/blog/insider-threat-program>
* <https://scholar.harvard.edu/files/mickens/files/thisworldofours.pdf>

## Exercises

* Current Events – What do you learn from the email & podcasts last week?

## Demo

* TBD

## Homework

* TBD

**Keeping Current**

Email suggestions:

* Tl;dr security: <https://tldrsec.com/>
* Sans: https://www.sans.org/newsletters/newsbites
* Pardon the Intrusion Bi-weekly letter about security and privacy (The Next Web) <https://thenextweb.com/newsletter/>
* Srsly Risky Biz: <https://srslyriskybiz.substack.com/>
* Tracy Maleef’s email: <https://nuzzel.com/infosecsherpa>
* https://securitynewsletter.co/

Twitter:

https://twitter.com/i/lists/1201656810224136193

Feed Reader:

Grab that security.opml file for your feed reader.

Podcasts

https://github.com/Blake-/cyber-security-podcasts

 (Recommended: Security Now and/or Risky Business)